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REQUIREMENTS (SUBJECTS THAT ARE ASSUMED TO BE KNOWN)

Students taking this course are expected to have prior knowledge on fundamentals of security and the Network,
Transport and Application Layers of the TCP/IP model.

OBJECTIVES

After finishing the course, students will be able to:
- Understand the concept of Ubiquitous computing, with a focus on its security, mobility and usability challenges, their
limits in the current Internet and their evolution trends.
- State of the art knowledge on identity management, trust, reputation, authorization and risk management in the
Future Internet.
- State of the art knowledge on mobility: service, user, terminal mobility and localization.
- State of the art knowledge on usability, focusing on power consumption, movement and user behavior prediction,
user customization and social immersion.

DESCRIPTION OF CONTENTS: PROGRAMME

1. Introduction to Ubiquitous Computing: concepts and challenges
2. Security in Pervasive Computing.  Access control systems & languages.
3. Identity & Identity Management.
4. Privacy Issues in Pervasive Computing
5. Application Layer Protocols for the IoT
6. Usability issues in Pervasive Computing

LEARNING ACTIVITIES AND METHODOLOGY

Students will submit a report and make a public presentation, deepening on one of the topics from the course (1 ECTS
credit).

ASSESSMENT SYSTEM

Ordinary examination: 100% of the the total grade for practical assignments and a report and public presentation.
Extraordinary examination: 100% final exam.

% end-of-term-examination: 0

% of continuous assessment (assigments, laboratory, practicals…): 100
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